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ABSTRACT
Quality of Service (QoS) is a requirement for proper functioning of traditional and modern networks. Wireless Sensor Networks (WSN) is adversely affected because of mobility, harsh communication medium, and environment behaviours. Quality of Service is a crucial aspect in WSN design information sent by nodes and delivered according to QoS requirements to provide outside observers accurate vision of monitored phenomena. In WSNs for effective transmission of still images, audio, and video information enforces rigorous necessities on the energy consumption and throughput. In this paper, it is proposed to investigate the performance of routing traffic for multimedia traffic in WSN for multi hop nodes from the sink.
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1.INTRODUCTION
Technological advances in microelectronic mechanical systems (MEMS) and wireless communication technologies ensured the development of tiny, low-cost, low-power, and multifunctional smart sensor nodes in WSN. Wireless Sensor Networks (WSNs) are considered to be an important technology for the twenty-first century [1]. These sensor nodes are deployed and networked through internet and wireless links, providing opportunities for various civilian and military applications, like environmental monitoring, battle field surveillance, and industry process control [2]. Development of WSNs was first encouraged by military applications like battlefield surveillance, but they are now used in civilian applications like environment and habitat monitoring, healthcare applications, home automation, and traffic control. Differentiated from traditional wireless communication networks like cellular systems and mobile ad hoc networks (MANET), WSN’s unique characteristics like dense node deployment level, sensor nodes higher unreliability and energy, computation, and storage constraints [3] provide new challenges in WSN development and application. Lot of research explored and solved various design/application issues, and major advances were made in their development and deployment.

A WSN consists of a huge number ranging from tens to thousands of low-cost, low-power, and multifunctional sensor nodes deployed in a region of interest. Such sensor nodes are small in size and equipped with embedded Microprocessors, radio receivers, and power components to enable sensing, computing, communication, and actuation, the components being integrated on a single/multiple boards, and packed in space of a few cubic inches. WSNs communicate over short distances through wireless channels to share information and cooperative processing to complete common tasks. They are deployed globally for environmental monitoring and habitat study, overbattlefields for military surveillance and reconnaissance, for search and rescue in emergency situations, for condition based maintenance and process control in factories, for infrastructure health monitoring in buildings and in homes to realize smart homes.

In a typical scenario, users retrieve interesting information from a WSN through queries and results from base stations (or sink nodes), which interact between users and network. Hence, WSNs are considered a distributed database. Sensor nodes are deployed inside the sink or close to it with limited power, computational capacity and memory. Sensor nodes are failure prone and may have global identification (ID) due to a huge overhead. They are also deployed in huge numbers. A WSN’s fundamental goal is the production of information from local data got by individual sensor nodes by prolonging a WSN’s life. Sensor nodes resource constrained nature poses special challenges to WSN design of WSNs for their applications. The limited power of sensor nodes necessitates designing an energy-efficient communication protocol. Sensor network routing is challenging as several factors distinguish them from other communication and wireless ad-hoc networks [4]. They are highly constrained with respect to transmission power, onboard energy, processing capacity, and storage requiring proper and careful management of resources. Researchers devised protocols for communication, and security in wireless networks, ad-hoc networks, mobile networks, etc. Much research was undertaken recently to investigate different aspects including low power protocols, network establishments, routing protocol, coverage problems and secure wireless sensor network establishment. Many protocols were suggested to prolong WSN life and to route correct data to sinks [5], [6], [7], [8]. Each method proposed in literature has its own advantages and disadvantages. Issues in WSN include limited battery power and low computational speed. Also, research targeted at specific applications needs to be undertaken. Thus, there is a
need to study alternate and/or new protocols that ensures better and efficient use of scarce resources for applications at individual sensor nodes.

As memory, bandwidth and processors are limited; QoS in WSN is a challenge. QoS policies should be simple and effective. The QoS policy design for WSN hardens as the network runs a big, distributed application. Earlier, in traditional networks, QoS centered on application differentiation using service class and delay prioritization (establishing an order) among an Application’s given tasks. Hence, highly specific requirements necessitate QoS techniques permitting applications to dictate own QoS policies. At present, literature pays scant attention to WSN QoS issues.

Usually, QoS is handled as first in a class of transmissions/application over others. In Link layer, access medium scheduling and the order in which packets should be sent are changed to meet QoS requirements. These can be achieved by packet reordering, priority control and admission policies. The amount of control packets can be adjusted to increase QoS of a single data packet. Packet priority is assigned by flow in wired networks, using packet queuing policies like token bus and WFQ (Weighted Fair Queuing) [9]. In WSN, there is no notion of flow which precludes per flow prioritization. Due to link quality variability both number of copies sent and number of distinct routes for a specific packet is adjusted based on priority, increasing chances of successful packet delivery [10].

QoS techniques

Packet reordering: This algorithm category employs outgoing packet reordering to adjust spent time by queuing packets according to priority. The IEEE 802.11e standard separates packet queue in priority classes, defined by higher layers [11]. RAP (Real Time Architecture Protocol) employs packet reordering in WSNs [12]. With sensor nodes having resource restrictions, packets are divided among a few classes.

Medium access prioritization and allocation: This algorithm category uses prioritization policies which increases the probability of nodes with outgoing high priority packets in which the medium is accessed. In contention based protocols (such as 802.11e in EDCF – Enhanced Distributed Coordination Function – mode [11]), differentiated backoff policies and wait times are used for priority f every packet. In contention-free protocols like IEEE 802.15.4 in superframe mode, slots are ready for high priority packets [13]. WSN uses both mechanisms to effect latency requirements.

 Admission control: These algorithms control data amounts where a node might send at a specific time. 802.11e uses admission control where a base station determines the number of bytes a station can forward in each superframe [11]. In WSN, admission control is sometimes implemented as distributed rate-adaptive MAC protocols. This signals the application which increase/decreases forwarded packet frequency [14].

Control overhead: These algorithms adjust control packet amount used for each data packet selectively to guarantee higher delivery. This increases delivery rates at lower bandwidth. The algorithm will adjust packet priority, acknowledgment frames and RTS/CTS dialogs can be switched on/off. Also, transmissions that demand no loss like reprogramming tasks use control packets on each packet [10].

In the last ten years, there is a fast development in the sensor networking technologies. To provide detailed information about the hot spots in a large scale network, there is a necessity of high quality multimedia streams. In the recent sensor network structure, it is tough to enhance the multimedia streams with the restricted abilities of sensor node and sensor network. This paper proposes to investigate node performance for multimedia traffic which is one hop and multi hop from a sink. The paper is organized as follows; section II reviews some of the related work available in the literature. Section III gives details about the experimental setup and results. Section IV concludes the paper.

2. LITERATURE REVIEW

Changsu Suh et al., [15] proposed an advanced IEEE 802.15.4 called TEA-15.4 that is based on traffic information, which adaptively regulates the active period of transmission. This TEA-15.4 utilizes two mechanisms Arbitrary Traffic Signal (ATS) and Traffic Time-Out (TTO) to identify the data traffic in the network. Using these two mechanisms the TEA-15.4 encourages multimedia communications by enough data throughput and also offers less energy consumption to sense device in WSNs. The full-standard IEEE 802.15.4 is employed on TinyOS to estimate the performance of the proposed TEA-15.4. Hence, TEA-15.4 is proved to be the apt mechanism for Wireless Multimedia Sensor Networks (WMSNs) observed from the results revealed from the test bed experiments and the TOSSIM simulator.

Abdul Hamidet al., [16] proposed a new QoS-aware routing protocol for WSN. The proposed protocol enhances high data rate for wireless multimedia sensor networks. The routing decision is performed with regard to the alteration of the necessary bandwidth dynamically and path-length-based on proportional delay demarcation for the real-time data. The functioning of this protocol is in a distributed manner in order to guarantee bandwidth and throughout delay necessities for real-time data. Simultaneously, an adjustment is made at the service rate of real-time and non-real-time data to improve the throughput of non-real-time data. In terms of average lifetime, average delay and network throughput the proposed protocol outperforms well that is illustrated by estimating the simulation results.

Min Chen et al., [17] proposed a new multipath routing method termed directional geographical routing (DGR), to deal the problem of real-time video streaming on a bandwidth and energy constrained wireless sensor network (WSN) by combining forward error correction (FEC) coding, the minute number of dispersed video-sensor nodes (VNs) to a sink. In order to transmit parallel FEC- protected H.26L real-time video streams on a bandwidth- limited, undeniable networking environment, the DGR develops an application-unique number of multiple Disjointed paths for a VN. The fast packet delivery, load balancing and aggregation are assisted by the multiple paths in DGR. The performance of DGR is experimented through simulation on randomly generated WSNs that reveal the benefits: 1) considerably long network life- time, 2) enhanced received video quality and 3) lower delay. Specifically, DGR enhances up to 3dB the average video peak signal-to-noise ratio (PSNR) relative to the optimized 2013 Conference Brave geographic routing methods.
Eren Gürses et al., [18] described the significant requirement that is a survey of the challenges faced in research and the exact position of literature in multimedia communication in WSN. The study focused mainly on the multimedia WSN applications, issues persuading multimedia delivery over WSN, solutions proposed recently in application, transport, and network layers, are indicated with the open research problems and their shortcomings. The main aim of this proposal is to provide a solution to develop efficient communication protocols and algorithms to realize multimedia WSN applications.

Mario Gerla et al., [19] proposed deployment of a limited number of mobile "swarms" in order to advance the sensor network. In terms of both networking capabilities and hardware functionalities, the swarm nodes possess improved capabilities than the sensor nodes. To the hot spots of the sensor network, the mobile swarms are directed to present the complete information about the intended area. With only low-cost high quality of multimedia streams are supported by the mobile swarms. To support the wireless backbone network for connecting various swarms and the routing methods a combined model is also described and is validated through simulation experiments.

In wireless multimedia sensor networks (WMSNs), to improve the potential for event description, the video sensors are employed. A single path is not able to provide the necessities of video transmission as the sensor nodes possess only limited transmission capacity. A multipath transmission is required subsequently. As the long routing path with a long end to end transmission delay will not gratify the time restriction of the video, therefore every path created by multipath routing algorithms is not appropriate for transmitting video. There are two types of information involved in each video stream: audio streams and image. The audio streams and image play roles differ and the importance levels also differ in different applications. To ensure the usage of limited bandwidth and energy in WMSNs, more priority must be provided to the significant stream (either audio stream or image stream). Lin Zhang et al., [20] proposed a Multi priority Multipath Selection (MPMPS) method in the transport layer to select the highest number of paths from every node disjoint found in routing paths to increase the outcome of streaming data transmission. The maximum number of paths for video transmission is efficiently selected by the MPMPS is illustrated through its simulation results.

Chenyang Lu et al., [12] proposed RAP for large-scale sensor networks, which is novel real-time communication architecture for WSN. For distributed micro-sensing applications, RAP ensures convenience, query at high-level and event services. A light-weight and scalable network stack supports the new location-addressed communication prototypes. The velocity monotonic scheduling is a new packet scheduling policy that is introduced and estimated essentially for both distance and time limitations. This policy is specifically appropriate for communication scheduling in a large number of wireless devices that are integrated flawlessly into a physical space to execute real-time monitoring and control. The observation from the detailed simulation of RAP in representative sensor network environments reveals the decided improvement compared with the traditional routing protocols.

### 3. EXPERIMENTAL SETUP

The investigation of routing traffic was simulated in Opetn. The simulation setup consists of 28 wireless sensor nodes and one sink which was spread over an area of 4 sq. Km. The nodes are spread over an area of 4 sq. Km, with the farthest node being 5 hops from the sink. The maximum available bandwidth is 11 Mbps and with transmission power of each node is 0.005w. Figure 1 shows the simulation environment, Node0, Node9, Node12 and Node24 are multihop away from the sink. Node4, Node6, Node15 and Node19 are the nearest to the sink and data is transmitted in one hop.

![Figure 1: The experimental setup.](image)

AODV routing protocol was used in this evaluation. The data transmitted from the nodes to the sink was high resolution video and random packet traffic. Simulations were carried out for 300 seconds. The network parameters of the one hop node and the $n_{max}$ hop node is studied. Figure 2 shows the routing traffic received by the one hop node and the $n_{max}$ hop node. From figure 2 it can be seen that nodes which are farthest away from the sink have lower control packet overheads resulting in lower utilization of power. The multihop nodes farthest away from the sink not only enjoy lower control packet overheads (In this case about 20% of a single hop node) but also the overheads of routing are extremely low as they are not involved in the routing.

![Figure 2: Routing traffic received by one hop and multi hop node](image)

Figure 3 shows the average routing traffic sent and received for the entire network.
The path discovered from each WSN node to the sink is shown in Figure 4. From figure 4 it can be seen that most of the routes taken are the shortest path to the sink. The route discovery time is shown in Figure 5. The average time for route discovery with a maximum number of hops of 3 is around 3.5ms.

The throughput of the $n_{max}$ single hop nodes are shown in figure 6 and figure 7 respectively.

Figure 3: Routing traffic received and sent.

Figure 5: The route discovery time

Figure 4: The routes discovered by AODV when all nodes are stationary.

Figure 6: Throughput of two nodes farthest from the sink

Figure 7: Throughput of two nodes closest to the sink
4. CONCLUSION

In this paper it was proposed to investigate the effect of multimedia traffic in a multi-hop wireless sensor network. The control packet overheads and the throughput were measured for the single hop nodes and multi-hop nodes. It was observed that the control traffic overhead varies drastically with the increase in the control packet overheads by five fold in a single hop node. Further work needs to be proposed such to load balance the data flow so that the overall power dissipated from all the nodes are near uniform.
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