International Journal of Engineering Research & Technology (1JERT)
NCITSF 14 Conference Proceedings
ISSN: 2278-0181

An Optimal Sensing as a Service Algorithm in
Wireless Sensor Networks for IoT

Dvr. Sumithra Devi K.A
Professor
RV, College Of Engineering
Bangalore, INDIA
sumithraka(@gmail.com

Ms. Bodapati Sravyva Santosh
Student, B Tech
Sikkim Manipal Institute Of Technology
Majitar, East Sikkim, INDIA
Shrasantosh 7@ gmail com

Mr. Manjuprasad B
Research Scholar
RV, College OF Engineering
Bangalore, INDLA
manjuprasad3 2@ gmail.com

Abstraci— The recent trends in wiveless communication has let deline cach of them in the wvirtwal world and enable

the rescarchers to focus on the variety of technologies. Wireless
Sensor Metworks and Imtermet of Things are one amongst the
many kinds of application oriented technologies. These kinds of
technologies are conmected using a wireless network with a
varietv of ohjects having limited resources. As wireless sensor
networks play a major role in providing sensing as a service, it
can be remotely accessed by Internet of things. Thus, it lets us
fucus on power optimization in sensor networks for efficient data
transmission purposes using Internet. This research work helps
to optimize the power consumption in sensor networks for
Internet of things using a dustering technigue with mobile sink
node.
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LINTRODUCTION

In recent vears, Wireless Sensor Networks (WSNs) has
atracted a lot of attention from researchers m both academic
and industrial communitics, A WSN consists of a collection of
sensor nodes and a base station connected through wireless
channels, and can be wsed for many applications such as
military application, building distributed svstems, physical
environment monitoring, and security surveillance among
others. An advantage of sensor networks is the case of
deployment, reducing installation cost, possibility to distribute
the tiny sensors over a wide region, and larger fault
tolerance[ 1] 21(3].

Internet of Things (ToT) [4] iz comprised of smart
machines interacting and communicaring with other machines,
objects, environments and infrastructures. As a result, huge
volumes of data are being generated. and that data 15 being
processed into useful actions that can “command and control™
things to make our lives much casier and safer. These teatures
of data collection lead the wsage of WSNs and make it
available through Interner. Features of loT: [Pvh, Open
Standard, Widespread, Scalable, Auto-configuration, Simple.

It is the new era[5] thar allows a connection berween the
virtual and the real world in such a way that it links every
object in the real world with the wvirtual world. ToT world
builds an interaction between all physical objects such as
people, cars, tables, chairs, ete.. in such a way that one can

connectivity hetween all of them anvwhere and anytime. TaT
can be applied in many applications such as aerospace, supply
chain, telecommunications. There are some technologics that
enable that connection such as Radio Frequency Identification
{RFID) and Wircless Sensor Network (WSN) Merging both of
these technologics can make the revolutions of the 10T real
world.

WENs the Building Block af laT:

The types of sensing nodes needed for the ToT varies
widely depending on the applications involved. Sensing nodes
could include a camera system for image monitoring; water or
gas flow meters for smart energy, radar vision when active
safety 15 needed; RFID readers sensing the presence of an
object or person; doors and locks with open/close circuits that
indicate a building intrusion; or a simple thermometer
measuring temperature. The bottom line is that there could be
many different types of sensing nodes, depending on the
applications, These nodes will all carry a unique 1T and can be
controlled separately via a remote command amd control
topology. Use cases exist today in which a Smartphone with
RFID and NFC and GPS functicmality can approach individual
RFID/NFC-enabled “things™ in a building, communicate with
them and register their physical locations on the network.
Hence, RFIDY and NWNFC wall have a place in remote
registration, and, ultmately, command and control of the loT.

Google Balloonf6]:Tn recent years, military and aegronautical
researchers have used tethered balloons to beam Internet
sipgnals. Google's balloons would be untethered and out of
sight, strung out in a line around the globe. They would fly in

the air arpund the globe,

Fig-1:S5easor Collecting Duta (Foogle Ballven
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ILEELATED WORK

The section focuses on the existing mechanism in WSNs for
optimal eommunications with the vecent trends, architecture
and application of Internet of Things.

A, Efficient Clustering Mechanism in WSNs

LEACH[7]: Initially, when clusters are being created, each
node decides whether or not to become a cluster-head for the
current round. This decision is based on the suggested
percentage of cluster heads for the network (determined a
priori) and the number of times the node has been a cluster-
head so (ar. This decision is made by the node n  choosing a
random number between 0 and 1, if the number is less than a
threshold Tin), the node becomes a cluster-head for the
current round. The threshold is set as:

i B yeg
T(n)=11- p(rmod(1/ p)) "
0 others

Where P = the desired percentage of cluster heads (eg. P =
0:05), r = the current round, and G is the set of nodes that have
not been cluster-heads in the last /P rounds. Using this
threshold, each node will be a cluster-head at zome point
within L'P rounds. During round 0 {r = ), each node has a
probability P of becoming a cluster-head. The nodes that are
cluster-heads in round 0 cannot be cluster-heads for the next
I'P rounds, Thus, the probabilicy that the remaining nodes are
cluster-heads must be inereased, since there are fewer nodes
that arc cligible to become cluster-heads. Afier 1'P- | rounds,
T = 1 for any nodes that have not yet been cluster-heads, and
after /P rounds, all nodes are once agam chgible o become
cluster-heads,

HEED [8f:In this they are taking two parameters, the
clustering process intcrval, TCP. as the time taken by the
clustering protocol to cluster the network and the network
operation inferval, TNO, as the ime between the end of a TCP
mterval and the start of the subsequent TCP interval. with
TNO = TCP to reduce overhead, Clustering is triggered every
TCP +TNO seconds to select new cluster heads. At each node,
the clustering process reguires a number of iterations, which

fiurure, WSNs are expected to be integrated into the
“Internet of Things”, where sensor nodes join the Internet
dvnamically, and use it to collaborate and accomplish their
tasks. However, when WSNs become a part of the
Toternet, we must carefully mvestgate and analyze the issues
involved with this integration.

we refer o as Niwr. Every step takes time te, which should be
long enough Lo receive messages lrom any neighbour within
the cluster range. We set an initial percentage of cluster heads
among all N nodes, Cpeon{say 5%5), assuming that an optimal
percentage cannol be computed apriori. Cpews is only used Lo
limit the initial cluster head announcements, and has no direct
impact on the final clusters. Before a node starts executing
HEED, it sets its probability of becoming a cluster-head,
CHpron. as follows:

1 v L pidunl
C Hpmb = (‘!luﬁ W ——

E;Ilhu r

where Evesidea 15 the estimated current residual energy in the
node, and Emax is a reference maximum energy (corresponding
to a fully charged battery), which is typically identical for all
nodes. The CHpeo value of a node, however, is not allowed 1o
fall below a certain threshold puin (e.2., 10°7), that is selected
to be inversely proportional 10 Ema. This resiriction is essential
for terminating the algorithm in M= O( 1) iterations

B, Internet of things

The fulure Internet, designed as an “Internet of Things™ is
foreseen to be “a world-wide network of interconnected
objects  umiguely  addressable,  based  on standard
cormmunication protocols”. Identificd by a unique address, any
object including computers, sensors. or mobile phones will be
able to dynamically join the network, collaborate and
cooperate efficiently to achieve different tasks. Including
WSNs in such a scenario will open new perspectives,
Covering a wide application field. WSNs can play an
important  role by collecting  swrounding  context  and
envirgnment informartion,

Wircless sensor networks (WSNs) are increasingly gaining
impact in our day to day lives. They are finding a wide range
of applications in varions domains, including health-care,
assisied  and  enhanced-living  scenarios,  industrial - and
production monitoring, control networks, and many other
fields. In

415

www.ijert.org



International Journal of Engineering Research & Technology (1JERT)
NCITSF 14 Conference Proceedings
ISSN: 2278-0181

Fig 2: "Internet of Things " paradigm as a vesalt of the convergence of
different visions.

[TLPROPOSED WORE

WSMNs have a fixed infrastructure that is responsible for
collecting the data from the sensors that are deployed in
human unattended area. This work aims to develop an
efficient clustering  algorithm for providing sensing as a
service through ToT using a mobile infrastructure. The mobile
infrastructure may be any air vehicles like google balloon,
dromes.

The proposed algorithm aims to cluster a group of nodes in
the nerwork and wansmit the collected information to base
station. In this work they are two base station mobile and
static, the selected cluster head will send the information to the
nearest base station, Larer, these bases station will exchange
their information.

A Criteria for becoming o Cluster Head

As all the nodes in WSNs are homogeneous it is difficult to
select the nodes as cluster head (CH), hence at the beginning
of the communication some nodes are randomly selected as
CH using the below equation, Threshold number Tin) .

. me
T(ﬂ): l—ﬂrwﬂfp)) ne@
0 others

In the next rounds all nodes have dissipated some amount
of energy. At this point cluster head must have some minimum
amount of ecnergy so that it can transmit the packet
successfully to the base station. So. we are caleulating the
threshold distance and the threshold energy for the node to
become cluster head. Only the nods which 15 selected
randomly which is satisfying this threshold energy distance

condition will act as the cluster head. Equation below gives
the threshold distance and energy:

M. = (g0 ¢ £42) « K+ €5+ K(Ta + Ta)

Where,
Ta=v'sy’ + mg” = Threshold distance
a
M- m

Where a= area of a Square network
Ei= Transmilling energy.

£4a= Data Aggregation Energy
k=Packet size

B.  Data Transmission

Dita transmission from Cluster Head fo Sink:

In this architecture. each CH will collect the data from the
members and aggregate the data and send it to its nearest hase
station which may be stationary or maobile,

Data transmission from nodes:

The sensor nodes which are members of the respective
cluster will sense the data and send it to its nearest clusier. By
this we can reduce the disiance between the cach node that
communicate with each other. The TDMA protocol at the
cluster head will schedule when the node must send the data to
it, by that tme all nodes will be in sleep state by consurming
less cnergy.

IV RESULTS

Figure below shows the deplovment of the network, the
vellow coloured nodes are the cluster head and green nodes
arg the member associated -with clusters, The cluster
commuuication with base station is given in pink and red
colowred lines. where pink colour represents the mobile
station and red for static, The black ling represents the
communication between mobile and static sink node,

o m 40 50 100
Fig-3: Nerwork Wode!
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Figwe below shows the comparison lifetime of the
network and proposed clustering algorithm for providing
good sensing as a service. This results shows that the
proposed algorithm is 25% efficient than the existing one
when using mobile base stalion

Lifetime of the Network
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Fig-4:Lifeiime of fhe Network
The parameters used for testing the proposed algorithm are
shown in the below table.

___ Prameter _ Value

Nerwork grid From (0.0) to

(100.100)

Number of nodes 10

Sink At (50.50)

Mobile Sink Random Speed
R A

Emp 0.0013 pJ

Threshold distance( ) EfsEmp

Initial Energy of each | 0.02J

node

Data packet size 4000 bits

Data Aggregation SnJ/bit

Energy

Energy to Receive 50 nd/bit

Energy to transmit 50 nJ/bit
Stwulated for _| 100 rounds

Probability of becoming | 0.5/100 nodes

cluster head

Tealle- T Simbaivey Macemadis g

V.CONCLUSION

Internet of things and wireless sensor networks are the recent
application oriented technologies in wireless communication,
As the technologies grow, the size ol the device used for
communication will he reduced which inturn has limitation in
resources, battery power is one of the major issue in resource
utilization. This work proposed a novel idea [or gewing data
trom WSNs through 10T by efficient clustering using mobile
aink. This efficieni mechanism can reduce the power
consumplion in WSNs which are the major block in providing
SCNSINE a5 8 service.
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